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P L E A S E  T A L K  T O  Y O U R  I N S T R U C T O R  I F  Y O U  H A V E  Q U E S T I O N S  
R E L A T E D  T O  T H I S  L A B .  

Questions 
1. Determine how you can defend against ARP Cache Poisoning in a network 

2. How can you easily find the password captured in EDP MITM attack using 
only notepad or some other text editor? 

3. How can one protect Windows Server against RDP MITM attacks? 

 

Internet Connection Required 

 Yes  No 

Platform Supported 

 Classroom  iLabs 

 


